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Online Safety is Predominantly about Behaving Appropriately         

However Parents / Adults must Monitor and Guide Young Users 
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Bank Cards - Don’t allow 

unrestricted access to charge/credit 

cards for device payments 

Family Sharing - Use Family 

Sharing on  ALL Devices 

Location Services / GPS 

– Switch off and only have on 

when requested by adult 

Screen PASSCODE Set a Device 

Passcode and change it regularly and 

don’t share with Young Users (see below) 

Airdrop – Always have it 

switched off and only use when 

receiving or sharing requested 

images from True Friends 

Device Settings - 

Understand & Use iPhone / iPad 

Settings and Parental Controls 

available (SETTINGS SCREEN TIME) 

Screen/Device Time - Limit 

Time (either by monitoring or 

screen time settings). (see below) 

De-Personalise I Phone/I Pads 
– Setting / About - change device name to 

random numbers or letters to prevent 

Bluetooth identification. 

Apple Devices – iPhones & iPads are 

the most popular Smart Phones and 

Tablets -  8 (Eight) Tips for Safer 

Usage by Young Users 

Bluetooth – Always have it 

switched off and only used required 

and hen only when asked for.  
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